**AWS VPC - ASSIGNMENT**

1. **What is the difference B/w Stateful set and Stateless set ?**

**Stateful** : Any changes applied to an inbound rule will be automatically applied to the outbound rule

Security groups are stateful: This means any changes applied to an incoming rule will be automatically applied to the outgoing rule . e.g. If you allow an incoming port 80, the outgoing port 80 will be automatically opened.

**Stateless**: which means that responses to allowed inbound traffic are subject to the rules for outbound traffic (and vice versa).

Network ACLs are stateless because it has separate inbound and outbound rules, and each rule can either allow or deny traffic.

**2) What is VPC endpoint?**

A VPC endpoint enables connections between a virtual private cloud (VPC) and supported services, without requiring that you use an internet gateway, NAT device, VPN connection, or AWS Direct Connect connection.

**Types :**

1. **Interface endpoints:** An interface endpoint is an elastic network interface with a private IP address from the IP address range of your subnet.

* It serves as an entry point for traffic destined to a service that is owned by AWS or owned by an AWS customer or partner.
* You are billed for hourly usage and data processing charges.

1. **Gateway Load Balancer endpoint**: A Gateway Load Balancer endpoint is an elastic network interface with a private IP address from the IP address range of your subnet.

* It serves as an entry point to intercept traffic and route it to a network or security service that you've configured using a [Gateway Load Balancer](https://docs.aws.amazon.com/elasticloadbalancing/latest/gateway/).
* You are billed for hourly usage and data processing charges.

1. **Gateway endpoints**: A gateway endpoint is a gateway that is a target for a route in your route table used for traffic destined to either Amazon S3 or DynamoDB.

There is no charge for using gateway endpoints.

**3) What is Transit Gateway?**

A transit gateway is a network transit hub that you can use to interconnect your virtual private clouds (VPCs) and on-premises networks.

**4)What is customer gateway in aws ?**

A customer gateway is a resource that you create in AWS that represents the customer gateway device in your on-premises network.

**5)What is Virtual Private Gateway?**

A virtual private gateway is a logical, fully redundant distributed edge routing function that sits at the edge of your VPC.

**VPN connection:** A secure connection between your on-premises equipment and your VPCs.

**6)What is site-to-site VPN connection AWS?**

AWS Site-to-Site VPN is a fully-managed service that creates a secure connection between your data center or branch office and your AWS resources using IP Security (IPSec) tunnels.

**7) What is client VPN endpoint in AWS?**

AWS Client VPN is a managed client-based VPN service that enables you to securely access your AWS resources and resources in your on-premises network. With Client VPN, you can access your resources from any location using an OpenVPN-based VPN client.

|  |  |
| --- | --- |
| Port Number | Usage |
| 20 | File Transfer Protocol (FTP) Data Transfer |
| 21 | File Transfer Protocol (FTP) Command Control |
| 22 | Secure Shell (SSH) |
| 23 | Telnet - Remote login service, unencrypted text messages |
| 25 | Simple Mail Transfer Protocol (SMTP) E-mail Routing |
| 53 | Domain Name System (DNS) service |
| 80 | Hypertext Transfer Protocol (HTTP) used in World Wide Web |
| 110 | Post Office Protocol (POP3) used by e-mail clients to retrieve e-mail from a server |
| 119 | Network News Transfer Protocol (NNTP) |
| 123 | Network Time Protocol (NTP) |
| 143 | Internet Message Access Protocol (IMAP) Management of Digital Mail |
| 161 | Simple Network Management Protocol (SNMP) |
| 194 | Internet Relay Chat (IRC) |
| 443 | HTTP Secure (HTTPS) HTTP over TLS/SSL |